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A. Background- 

Introduction

 
NASA's General Aviation Program Office of the Langley Research Center is seeking to a develop and test a system of technologies which can improve the speed and reduce the cost of use for small aircraft.  NASA has planned a five year testing program known as the Small Aircraft Transportation Systems (SATS) Program.  

NASA is seeking single partner organization that will share the costs, risks and rewards of testing technologies that can prove the concept of a Small Aircraft Transportation Systems (SATS).  There is a wide range of stakeholders with an interest in such a system, requiring such a single partner to act as an umbrella organization for many interests and work teams.   During NASA's planning phase for its SATS Program, the concept of such a partnership has been presented to stakeholders as an "alliance" between the public and private sectors.  The single partner organization (SATS Partner) would manage many of the testing, flight demonstration, and business administration functions of such an "alliance", and must interface with as many as sixteen non-federal partner groups. This partner may come from the state, university, aerospace, or aviation technology sector. It is anticipated that the alliance will be co-located at NASA Langley Research Center with NASA Program and Research Operations.

Operations Guide Outline

To assist the SATS Partner in its separate business administration of

such an alliance, NASA has commissioned the development of an Operations Guide Outline to provide an integrated structure that addresses issues the Partner might have in operating a separate business operations unit. This partner may come from the state, university, or aerospace 

industry sector, and may include a broad range of  participants. This guide will also address those issues.

This partner will create both a public and private coordinated effort

to develop, test, gain policy acceptance, and deploy SATS transportation

alternatives. This effort will support redevelopment of Langley General

Aviation research competencies; develop and test SATS proofs, affect

NASA architecture/create new SATS policy and standards/create business

deployment of new SATS Transportation alternative and  affect state and

regional transportation system planning.

Principles of Developing an Operations Guide 


This guide is intended to provide a basic roadmap for developing an operations plan.  The development of an alliance operations plan must be based on certain principles: 

 
• Customized-Since every alliance has its own unique circumstances, the operations plan should be tailored to the specific needs of the alliance. The operations plan will differ significantly from alliance to alliance.

However, virtually all alliances have common threads covering

operational, administrative, and policy issues. This guide will serve

as a checklist to address these issues.

• Early Planning- It is imperative that the partners assess the alliance operations needs and create a joint operations approach that will work with all the possible partners.  The assessment of these issues must occur while the alliance is being formed.


• Test of an Alliance-  Writing an operations plan is the last litmus test to predict the validity of an alliance. To check if all the alliance’s 'gears will mesh' you should create the operations plan before signing any final binding

legal agreement.


• Teamwork- Equally important in writing the operations plan is the 'teamwork test.' The operations plan should be written as a 'mini-joint venture between the operational managers of the prospective alliance.

What This Guide Represents

This report provides a guide to the business administration issues that

are likely to be raised in the formation and implementation of a technology development partnership involving a federal government agency and one or more private sector organizations. The scope of this guide covers those issues raised from the point in time when the alliance has been structured with one or more possible partners through to its active implementation.  It does not cover issues raised during the preliminary planning stages or the outreach to potential partners.  Nor does this guide cover the business administration issues that are raised during the closeout of a technology alliance.

This guide is intended to provide potential alliance managers with a comprehensive checklist of business administration issues to consider when negotiating with potential technology development partners.  This guide can be used regardless of the form of authority or legal vehicle considered for the technology alliance.

The guide is structured into categories of issues that represent distinct business administration functions.  Each category has a brief description of the purpose and scope of the function.  These functions can be linked to one another to create an integrated business management operation.  As such, there are a number of individual issues listed below that have the potential to link across functions, as the reader will see.  As this is a generic business administration issue guide, the authors have not attempted to identify every possible combination of linkages among the functions.

B. Basic Definitions: Federal Technology Alliances


This report uses various terms to describe the business administration and operations activities within an alliance.  There are no official definitions for such terms.  The definitions used for purposes of this report include:

• Alliances and Partnerships-  Organized activities between one or more organization which combines resources into a risk and reward shared  outcome

• Alliance organization- A distinct organizational structure formed outside the direct control of any party responsible for the implementation of the joint effort 

• Alliance Operations- The business administration and operations support functions necessary to support the separate alliance organization

• Alliance Intermediary- A facilitator organization participating in the alliance with responsibility to maximize the joint alliance success and with no vested interest in the shared outcome 

C. Alliance Operations Functions-  These functions are responsibility of a business operations function which are either 1) located within the intermediary function within the non-government partner, 2) split between the government and non-government partner, or 3) located in an intermediary outside both the government and non-government partner. 


For SATS planning purposes, these functions are initially planned to be located within the intermediary function of the non-government partner.

1. Alliance membership initiation, contact and ongoing administration-    

Membership in an alliance is defined in the body of the negotiated agreement, and will require each member to submit information confirming their qualifying status and formally committing to the alliance.  


Since every federal technology alliance is composed of different types of organizations with distinct charters, such as Federal, state, or local governments as well as for-profit and non-profit private corporations.  The creation of an alliance begins with minimum membership conditions for these different categories.  The creation of definitions and procedures for initiating membership is necessary to begin the "commitment process" of alliance formation.

Since each member is represented by individuals at multiple levels, the practical implementation of an agreement requires creating and maintaining a contact database for each member.

• Levels or classes membership- What are the definitions (rights and obligations) for different levels or classes of membership?  What are the procedures to move from one class to another?

• Entry- What are the procedures to enter the alliance?  What form of notification and approval are required to be established as a "member".

• Membership commitment documentation- What are the procedures to collect and maintain each "member's" alliance commitment documentation?

• Contact database- What are the procedures to establish a database of formal contacts for each member?  Who creates the database and how is it maintained?

• New members- What are procedures to consider new members in the alliance?  

• Foreign capital stock-owned disclosure- Federal technology alliances with private sector organizations utilize an array of authorities most of which preclude participation by foreign capital stock-owned companies.  What is the policy and procedure for requiring stock-ownership disclosure by private sector members of the alliance?  What is the policy and procedure for members that are considering or soliciting new investment from foreign sources?

• Foreign-owned organization participation conditions- Foreign-owned corporations can participate in Federal technology alliances under certain conditions that maintain the value of the investment in the United States.  What are the conditions for foreign-owned organization participation in this particular alliance? What are the documentary requirements to prove that a foreign-owned organization has met those conditions?

• Member obligations tracking- How is the database established to track each member's alliance obligations, e.g., resource commitments? (See resource commitments below)

• Exit- What are the procedures to exit the alliance?   

• Termination- What and who determines if a member is "terminated" from the alliance?  What are the procedures for termination?  What are the procedures, if any, to correct conditions that may lead to termination?

2. Legal Agreement Setup- The agreement to form an alliance will be codified in a "legal agreement" that references the authority of each of the participants to make the commitments that they have negotiated.  The federal partners will invoke their agency or technology program statutory authority, while the private sector partner(s) will normally commit as commercial entities bound by a federal agreement.  Larger scale alliances with two or more private sector organizations will contain clauses in which the private organizations make commitments to one another outside the scope of federal law.  In those instances, references to governing state law will be included.  The agreements are normally composed of a main body containing the negotiated terms, and attachments that provide definition or procedures to implement the agreement.  

• Distribution of agreement to contacts- Has the fully signed legal agreement been distributed to each of the technical and business liaisons?  Has a list of "legal issue" contacts been generated and distributed?  Has responsibility been assigned to update and circulate the list on a continuing basis?

• Standardized & customized documentation to implement the agreement- e.g. Non-Disclosure, notice for publication- Are there any portions of the legal agreement which call for repetitive implementation?  If so, can these portions be standardized in "forms" which have been reviewed by legal counsel?  Has responsibility been assigned to prepare and maintain the forms? 

• Agreement interpretation- Have procedures been established for raising issues of interpretation of the legal agreement?  Has responsibility been assigned to prepare and distribute those procedures? 

• Agreement enforcement (see enforcement below)- Have procedures been established to identify substantive or potential breeches of the agreement?  When breaches are identified, are there procedures for enforcement?

• New legal issue research- How will new "legal issues" be researched?  Have staff and legal counsel resources been identified to research such issues?  Have procedures been established to raise such issues, obtain the research, and distribute the results of such research to members of the alliance? 

• Agreement terms update- What are the procedures to identify sections of the legal agreement that must be updated each year?  How are such changes identified?  Who prepares the research on the changes and drafts the language?  How is the language circulated among parties for comment?

3. Alliance Organizational Setup- Every alliance will have some form of management team, unless the partners agree to divest management control to a single member.  The formation and operations of a management team will require a set of operating procedures and some limited administrative support. 

• Preparation and distribute of organization information, e.g. org charts & management membership lists- What is the alliance's organizational chart with designated roles & responsibilities?  Who will prepare and distribute the organization & roles/responsibilities charts for the alliance?  Who will update and maintain this distribution? To whom can such charts be distributed?

• Preparation and distribution of alliance management guidelines &  procedures (see  management  below)- What are the management team's operating procedures?  How are such operating procedures established?

• Identification of scope and lines of authority by position- What is the scope of authority of each alliance manager's position?  What is the line of authority for each alliance manager? What are the procedures to establish such scope and authority?  

• Establishment of technical management teams- How are technical management teams established?  What are the procedures to establish a technical management team? 

• Establishment of business management teams- How are business management team's established? 

• Preparation and distribution of workflow description & charts- A chart must be prepared that defines and tracks all of the alliance's operations workflow.  Who will create and maintain that workflow chart?  What are the procedures for modifying the workflow chart?  

4. Alliance Governance - Every alliance will have some form of decision-making group, unless the partners agree to divest total control to one of the members.  The decision-making groups constitute a form of governance, which requires establishment of standard governance policy and procedures. 

• Meeting conditions & timing-  Who calls the meeting of the governing group and establishes the agenda?  How many members are necessary to call a meeting? 

• Structure of governance organization- How many governing bodies will the alliance contain?  What is the relationship between the multiple governing bodies?  How will they refer issues to one another?  

• Establish membership- Will the members of the governing group be elected or appointed? What is the procedure for election or appointment?

• Tenure- How long will members of the governing bodies serve?   

• Leadership selection and/or election- What are the leadership positions for the governing bodies, e.g. Chair, Vice Chair, Secretary?  What are the procedures to elect or appoint individuals to these positions?

• Scope of authority of governing body or bodies- What decisions will the governing group make for the alliance?  What authority will the group have to direct members of both the government and private sectors?

• Meeting agenda development and notification-  Who sets the agenda for the meeting?  How can members of the alliance place issues on the agenda?  What constitutes a procedure and minimal time to notify governing body members of the issues on the agenda?

• Quorum- What constitutes a quorum for the governing body meetings? 

• Attendance- What constitutes attendance by governing body members? Can members send substitutes?  Can members send substitutes that are not employees of their organization?  What meetings are open, if any, to observers and the public?  Can members attend via electronic means, e.g., telecon or discussion rooms?

• Cost guidelines- What are acceptable costs for execution of governing body responsibilities?   

• Establishing new procedures- How can procedures for the operation of the governing bodies be modified?

• Minimum representation requirements- What constitutes an acceptable representative of a governing body member, e.g. employee, contractor, officer, etc.  What form of documentation is necessary to confirm their credentials?

• Background materials- Who prepares background research for the governing organizations on individual issues?  When must such background information be distributed to members prior to a meeting?

• Minutes- Who prepares minutes for each governing meeting?  To whom are the minutes distributed prior to approval by their respective governing bodies?

• Motion & Voting- What are the procedures for considering motions and votes at the governing bodies?  

• Vacancies- What are the procedures for filling vacancies?

• Removal- What are the conditions and procedures for removing members of governing bodies that fail to fulfill their obligations?

5. Alliance Management-  Most technology alliances will require a group responsible for day-to-day management of the overall alliance.  This group will operate below the governing body, and above the technical teams.  Management teams are often composed of representatives from one alliance member that has negotiated responsibility for overall alliance management, with selected participation from representatives of other partners. 

• Composition & Membership- How is the membership of the management teams established?  What is the policy and procedure for creating and changing the management team?  

• Roles and responsibilities- How is the structure, leadership and individual responsibility of the management team established?  What is the policy and procedure for changing the roles & responsibilities?

• Team meetings- What are the procedures for executing team meetings? 

• Governance interaction- What is the charter and scope of the management team when it interacts with the "governing body"?

• Technical team interaction- What is the charter and scope of the management team when it interacts with any of the "technical teams"?

6. Technical Team: Project Planning & Tasking-  The alliance will likely execute the technical content of its work through individual teams.  Each team will need to create its own technical plan, even if a broader strategic plan has been created or endorsed by the governing body. The cumulative technical plans represent the master technical plan for the alliance. The technical plan will list specific tasks, outputs and deliverables against which resource commitments will be made.

The Federal government can commit resources to any given technology project only on a year-by-year basis.  This requires the creation and agreement of a project plan for each year of the intended Federal participation.  

• Creation of annual plan- What are the procedures for creating the annual technical plan?  What are the procedures, if any, for creation of the project management plan necessary to support the annual technical plan?  What specific form must the annual plan take in terms of tasks, deliverables, costs and reporting?  How does the plan account for the prior year's work that has not been completed?  How does the plan account for "changes"?  Who is responsible for documenting the change process and reporting the cumulative changes to the management and governance level?

• Membership participation in annual planning- What procedure qualifies a given organization to participate in the creation of an annual plan?  How does that procedure account for organizations that are terminating their membership or have not met their prior year's commitments? How does that procedure account for organizations that are joining the project for the coming year?

• Tasking by membership category- Does the alliance have multiple levels of membership participation?  If so, how does the annual plan account for the different tasking obligations by membership category?

• Linking plan to budget- What procedure is used to rationalize the bottom-up task proposals with the top-down budget limitations?  Who is responsible for collecting the budget proposals for consideration by the management and/or governance level?  What policy establishes the level of authority to make budget decisions?  

• Defining deliverables- What is the policy for defining a required "deliverable" by a member of the alliance?  What is the procedure for codifying those deliverables in the annual plans?  What is the procedure for linking the definition of those deliverables into forms of intellectual or physical property that can be shared by the participants?   

• Master schedule, e.g., configuration management- What is the procedure for converting the renewed or modified annual plan into a master schedule for the alliance?  Who is responsible for collecting the information to develop and maintain this master schedule?  What is the policy to have the schedule reviewed and endorsed by the management and/or governance level of the alliance?

• Policy and procedures to change master schedule- What is the policy to permit or authorize a change in the master schedule?  What is the procedure for the proposal and authorization of such a change?  What is the policy and procedure for reporting such a change?

7. Resource obligations-  Once the project plans have been completed, each of the members must begin the process of dedicating and contributing resources to meet their obligations.  The resource commitment can occur at the individual plan level, or as a "roll-up" of the cumulative commitment of each organization across all of the plans.

• Identification and notification of resource obligations (cash, equipment, facilities and background intellectual property)- What are the procedures for notifying each party of their obligation to begin delivery of committed resources? Who is responsible for such notification?  Does the responsibility need to rest with an independent intermediary, at the alliance management level, or the project team level? 

• Government cash resource obligations- The government cannot commit to fulfill financial obligations via a one-step process, but rather through an iterative two-step process (commit & obligate). What is the procedure and documentation by which the government will commit and obligate funds? What procedure will be used to notify non-government partners of the level of commitment and obligation?

• Government in-kind resource obligations- The government cannot commit exclusive use of personnel, equipment or facilities at the contractual level. Such commitments require additional documentation at the "unit-of-control" level.  What procedure and documentation will be used to confirm commitment of government personnel, equipment or facilities to the projects?

• Allowable resource contributions- What is the government's policy on allowable or "acceptable" private sector, in-kind resource matching?  What is the procedure to document the projected vs. actual level of resource contribution?

8. Technical Team:  Project Execution- The project will likely be broken down into groups of tasks assigned to independent teams.  Each team will require some form of team management.  The teams often will combine individuals from different organizations, even organizations that compete in the marketplace.

• Team leadership- What is the policy and procedure for establishing team leadership?  How can team leadership be changed?

• Meetings- How are team meetings called and decisions recorded?  

• Decision-making- What is the policy and procedure making technical decisions within the team?  What is the policy and procedure to appeal a decision made at the team level? 

• Team reporting- What form of reporting is required by the entire team?  Who is responsible for preparing the team reports?

• Participant reporting- What reports are required from each individual team member?  What are the policies and procedures for submitting the reports?  Who is responsible for monitoring the status of participant reporting? (see reporting below) 

9. Technical Team: Project Operations Support- The completion of an annual plan will identify the specific tasks to be completed for a given year.  The details of those tasks will identify the need to combine the resources necessary to undertake the task work.  The combination of funds can readily be accomplished through disbursement mechanisms.  However, the physical combination of people, background intellectual property and equipment at any given facility will require specific operational support.  In addition, the ongoing communication and exchange of information between the project team members may also require customized support.  Finally, the motivation of individual team members particular to an alliance is critical for success of each project team.  The following issues are raised in addressing such "project operations support" needs:

• Facilities- What specific facilities must be committed for the annual plan?  What is the procedure to secure the commitment of those facilities by the government and private sector members?  

==Facilities Security-Federal- Most federal facilities require security clearance for access, depending on the citizenship of the visitor.  What procedure is necessary to address security requirements at the facilities?  

== Facilities Security-Private- Many private sector organizations restrict access to their product development facilities dedicated to new product development.  What private sector facilities, if any, are planned for use by employees of competitors? What are that private sector organization's security requirements?  Can the government employees who will access the facility agree to be under non-disclosure?

• Equipment- What specific equipment must be committed for the annual plan?  Who will supply, ship and maintain the equipment at the various locations?  What are the shipping and equipment maintenance requirements of the receiving facilities managers?

• Background Intellectual Property-  What forms of protection are necessary to identify background intellectual property before it is shipped from one member to another?  What form of protection is necessary to assure that government members do not use such property in non-alliance projects?  What system will be used to track the transfer and return of such information?

• Information Systems & Communications-  It is common to create a policy to require compatible information systems and communications standards to reduce travel and ease exchange of information.  In such a case, what are the minimum information systems standards necessary among team members?  What is the procedure to establish the standards?  Who maintains and updates the standards?

• Human Resources - Most of the personnel policies for Federal and private sector employees do not recognize or reward individuals who develop skill sets relevant to alliances.  What specific feedback systems are necessary to document accomplishments of individuals who participate in the alliance?  What is the policy regarding Government managers providing feedback on the performance of private sector individuals?  What is the policy regarding private sector managers providing feedback on the performance of public sector employees?  If the policy permits such feedback, what is the procedure?

10. Project Resource Management- The disbursement, receipt and expenditure of funds will be a part of every technology alliance.  In addition, the expenditure of resources by each alliance member within their own organization will require financial tracking and reporting.  

• Cash contributions- What are the procedures and conditions for providing cash contributions to individual tasks?

• Cash invoicing & payment- What are the procedures and formats for submitting acceptable invoices?  What are the procedures and timing of payments? What are the procedures for notifying parties of late payment?

• Cash management- Who is responsible for cash management in cases where funds are pooled among the parties prior to disbursement for project work?  What is the procedure for collecting, managing and disbursing the cash in such cases?  What are the reporting requirements of the cash manager in such cases?

• Funds transfers- What are the acceptable forms and procedures for funds transfers between parties?   

• Non-cash resource contribution procedures - What are the procedures and conditions for providing in-kind contributions to individual tasks?  What are the guidelines for acceptable "in-kind" contributions?  What are the valuation procedures for in-kind contributions?

• Start work notice- What is the form of start work notice which constitutes the government member's recognition of cost-accrual by private sector partners?  What is the procedure by which such start work notice is provided? 

• Reporting- What is the frequency and form of financial information that must be reported?  To whom and under what condition(s) must the financial reports be provided? 

• Allowable expenses- What is the policy regarding items which constitute allowable expenses?  What is the procedure for confirming allowable expenditures before or during the execution of a task?

• Accounting method- What is the alliance policy regarding accounting method, e.g. GAAP or DCAA based?  

• Budgeting and reporting to budget- What are the forms and procedures for submission of project budgets?  What is the form and procedure for reporting status against budget?

• Enforcement of financial reporting requirements- What are the procedures for enforcing financial reporting requirements?  What are the procedures for determining audits, if any, of members? (See reporting, enforcement & audits)

• New member payments- What special forms or procedures govern payments by members for costs of joining the alliance, e.g. purchase of previously generated intellectual property?

11. Project Deliverables- Each project will contain a plan with projected deliverables.  The deliverables should be described in specific terms that link into the needs of the government and private sector partners.  Most of the deliverables will be in the form of hardware, software or reports on various types of media (e.g., paper, electronic capture).  

• Collection, archiving & distribution of reports and deliverables- What is the procedure for collection, archival and distribution of project deliverables?  Is there a distinction between project deliverables and intermediate reports?  Will the intermediate reports also be collected and archived for use by the partners?  

• Check and notification of late reports, non-delivery and curing methods- What is the procedure to monitor the completion of project reports and deliverables?  What is the procedure to notify each member that is either late or has failed to deliver a required intermediate report or final deliverable?  What policy and procedure permits a late or non-performing member to "correct" or cure their failure to provide the reports or deliverables?  Who is responsible for the monitoring and notification of the report status?

• Monitoring and notification of contingent deliveries and payments, e.g no delivery no payment- What is the procedure for invoking "penalties" in the event that a member does not provide reports or deliverables as required?  Can the "penalty" include withholding of payments?  If so, what is the procedure to direct or request the withholding of payments?

12. Intellectual property (IP)- The creation of hardware, software or reports may generate patents, copyrights or data rights that are to be shared by the members of an alliance.  In addition, intellectual property may be contributed by members of the alliance during execution of their assigned tasks.

• Classification by IP output- What is the procedure for reporting and classifying each type of intellectual property output from a given project output or report?  To whom should these IP reports be delivered?   

• Classification by membership and organization type rights to utilize-  What is the procedure and/or database that tracks each member's right to use intellectual property created during the alliance?  If there are provisions permitting members to use background intellectual property, what is the procedure and/or database that tracks each member's right to use such background intellectual property?  What is the specific method for marking and tracking such property?  What is the policy regarding possible audit of any given member's use of such intellectual property? 

• Background intellectual property marking- What is the policy for marking "background intellectual property"?  What is the procedure for communicating the marking of such property to alliance members? 

• Inventory of IP in advance and during creation- What intellectual property has been committed as a "resource contribution" to the alliance?   What is the policy and procedure to verify the content and value of such intellectual property?

• Procedures for filing technical disclosure- What is the policy and procedure for filing technical disclosures?  To whom must the technical disclosure be delivered?  What is the required procedure for delivery?  How will the technical disclosures be protected?

• Procedures for filing to protect, e.g. patent, copyright- What is the policy and procedure for filing for patent or copyright protection on items that are jointly claimed by more than one member of the alliance?  What are the procedures for selection, monitoring and payment of counsel used in such filings?  What are the procedures for selection and monitoring of in-house patent counsel used by partners to the alliance?  

• Method to access IP- What are the policies and procedures for alliance members to secure access to intellectual property?  In the case of software, will such access include labor to understand use of the code?  

• Examination of IP records- What is the policy and procedure to permit examination of technical performance and technical disclosure records of members?  Who would undertake such an examination?  To what governing or management groups would the results of the exam be reported?

• Publishing- What are the policies and procedures to permit publishing of articles or a thesis based on work undertaken by the alliance? What governing or management group has the authority to permit such publications?  What is the policy and procedure to "appeal" the decision of such a group to another authority?

13. Physical Property- The execution of a technology alliance will result in the purchase or creation of hardware.

• Acquisition & ownership- What is the policy regarding ownership of equipment acquired with a mix of public and private sector funds?  What is the procedure for reporting the acquisition of such equipment?  What is the procedure for the disposition of such equipment?  

• Loans- What is the policy and procedure for loan of equipment between members?  What is the procedure for documenting the loan of equipment by private sector organizations to the government?  What is the procedure for documenting the loan of government equipment to a private sector organization?

• Maintenance- What is the agreement or policy regarding maintenance of loaned equipment?  Is any of the loaned equipment under an ongoing maintenance contract?  If so, what is the policy and procedure for continuation or change of the maintenance contract?

• Project developed- What is the policy for the reporting of physical property that is "created" during the execution of a task?  What is the policy and procedure for defining title to such physical property?  What is the policy and procedure regarding maintenance and disposition of such property?

14. Business and Project Reporting- The execution of the individual projects will require reporting at the technical project level.  In addition, members will be required to provide a variety of business reports as the basis of input into a management information system.  The reporting to all the members of the alliance, including private sector members, must come from that information system.

• Requirements of different members- What are the reporting requirements of both public and private sector members?  What is the policy and procedure to establish those requirements?

• General reporting listed, e.g., forms, format & timing- Where can members go to get "one list" of all their reporting requirements?  What is the policy and procedure for preparing and submitting each report?  How can these reporting requirements be expressed as a "timeline" throughout the year?  How are the reporting requirements of members translated into forms?  What is the procedure for communicating these requirements to members?  How can the members easily obtain the reporting forms?  

• Business reporting- Where do members submit business reports?  Who receives, archives and compiles the reports?  To whom are the reports distributed?  How is the information in the reports protected?

• Technical reporting- Where do members submit technical reports?  Is there a distinction between "progress" versus "final reports"?  If so, what is the particular format of each report?  Who receives, archives and distributes the reports?  What are the specific technical report formatting requirements, if any, of the government?

• Distribution of reports- What is the policy and procedure for distribution of both business and technical reports?

• FOIA exemption- Has FOIA exemption been invoked for this alliance?  If so, what is the policy and procedure for exempting the reports from FOIA? 

• Security conditions- What is the security policy regarding member reports? What are the procedures for control of access to member reports?  Who is responsible for assuring security?  

• Enforcement of reporting requirements- What is the policy and procedure for enforcement of reporting requirements?  How late can members be in providing reporting before they are considered in violation of the agreement?  What enforcement authority and procedures have been provided to members and/or a facilitator, e.g. can a member withhold reports from another member?

15. Communications and Public Education- Information about the activities within the alliance will need to be communicated between representatives of members and to the general public. 

• Internal communications systems, e.g. electronic (server) vs. paper based (newsletters & notices)- What is the mix of internal communication that has been chosen by the governing group or management?  What policies and procedures have been established to assure the security of those communications systems?  What government requirements, if any, are necessary for communication into and with personnel at federal facilities?  What is the procedure for generating the information content for the communications? What is the policy for eventual release, if any, of these internal communications?  

• External communications systems, e.g. press releases or video production- What is the mix of external communication which has been chosen by the governing group or management?  What are the policies and procedures to establish the information content of those communications?  How will the information and press officers of the public and private sector representatives coordinate their activities?  What is the policy for resolving differences in desired public messages or mediums? 

16. Management and Business Information- The governing and management units of the alliance require information about the status of project work and member activities.  This information comes from the reporting process and is used to make decisions regarding the alliance's future strategy and management execution.

• Information needs- What are the management information needs of the governing and management groups of the alliance?  What procedure has been used to identify the needs?  What method is used to identify changes to those needs?

• Information system design- What information system meets the needs of the governing and managing group?  Can that system be created from existing systems within the members?  If not, can it be created by an "off-the-shelf" system? Who is responsible for creating the system?

• Manual and automated requirements and standards-  Based on the information system design, what are the manual and automated system reporting requirements for the members?  What is the policy and procedure for maintaining and updating this system?  Who is responsible for creating and updating the standards?

• Customized reports- If customized reports are part of the design, what is the policy and procedure for supplying them to members?  What level of resources will be dedicated to support the particular reporting requirements or problems of a given member? 

• Master schedule- How have the individual project plans and master plan been captured in the information system?  How is that plan portrayed as a schedule or calendar that can be readily accessed by members? What is the policy regarding member responsibility to monitor the master schedule as a means of "disclosure" regarding member obligations?

17. Monitoring-   Every alliance requires a form of monitoring, whether from a third party or an internal governing body.  The management information system is designed to generate information about the status of any one partner's activity within the alliance.

• Monitor role- What alliance organizational unit has responsibility for monitoring partner's compliance with the agreement?  Where is the scope and authority of that monitoring unit?  

• Reporting- What is the form of monitoring reporting?  How will this report draw from the management information system?  Who will have responsibility and control over that reporting system?

• Links to compliance & disputes- What is the policy and procedure for referring a monitoring report over for possible action such as an audit, enforcement or dispute resolution?

18. Compliance, Audit & Enforcement- The monitoring of member activities will generate information about each organization's conformance to the agreement.  The information on each member's conformance forms the basis for actions of enforcement against a member, regardless of whether they are declared to be in formal "breach" of the agreement.

• Minimal compliance- What is the policy regarding member compliance with the terms of the agreement?  What is the procedure for notifying a member that they are out of compliance?  How does the policy and procedure fit with the realities of project team changes and delays?  What is the policy regarding government member non-compliance?

• Audits- What is the policy regarding audits of members?  Will there be an independent auditor?  What are the conditions that will cause the audit of a member? To whom will the audit reports be delivered?  What are the non-disclosure conditions of the audit? What is the policy regarding audits of government non-compliance by non-government auditors?

• Enforcement- What is the policy regarding enforcement actions against members for non-compliance?  What enforcement actions can be taken against non-government members?  What enforcement actions can be taken against Government members?  What is the policy and procedure for invoking and implementing the enforcement procedures?

19. Conflicts of Interest- The execution of an alliance will require members to closely collaborate while concurrently carrying out other duties within their own organizations.  The close collaboration may result in a sharing of information or assumption of an alliance responsibility that can create a possible conflict of interest.

• Standard- If the alliance has adopted a "conflict of interest policy", what is the standard of such a policy, i.e. the Government vs. private sector standard?

• Notice- What is the policy and procedure to be utilized by a member in notifying others of a possible "conflict of interest."?

• Clearance or separation- What is the policy and procedure by which a member with a potential "conflict of interest" is either declared clear of conflict or separated from the alliance? 

20. Disputes, Breaches, Notification- The execution of the alliance will generate disputes and probably breaches to the agreement.  It is in the interest alliance's interest to limit the escalation of disputes into major conflicts.  It is also in the alliance's interest to quickly identify and correct possible breaches by any party to the agreement.

• Disputes among parties- What is the policy and procedure for handling disputes between members of the alliance?  What special policy and procedure, if any, is necessary for disputes directed by private sector members toward the government? 

• Breaches in agreement- What is the policy and procedure for notifying parties of a "breach" to the agreement?  Who will or can provide such a notice?  What policy and procedures are there to permit a curing or correction of the breach?

• Facilitator role- What policy and procedure, if any, provides for a third party to hear and resolve disputes?  What are the separate alliance procedures for mediation versus arbitration?

21. Facilitator or Intermediary- A facilitator is designed as a independent alliance administrator and good-faith intermediary that operates in the interest only of the collective alliance and not of any partner.  A facilitator or intermediary is utilized in two types of situations: 1) when the alliance is of a large size, scale or complexity or 2) when the partners have a substantial cultural mismatch or substantially different strategic missions.  Facilitators are less frequently used on small projects or where the partners have a history of collaborative efforts and trust.

• Scope and responsibility of intermediary, i.e. facilitator- Where is the scope and responsibility of the intermediary defined?  How is the performance of the intermediary monitored by the partners?  What are the policies and procedures for changing the intermediary's role and responsibility?  What are the policies and procedures for removing or changing the intermediary?

• Governance, management and dispute resolution- The core function of a facilitator is to support the governance & management levels as well as resolve disputes. Where are the specific functions of the facilitator defined?  Where are the dispute resolution "powers" of the facilitator defined?  

• Business administration- If the scope of the facilitator includes business administration functions, where are those functions specified?  How is the facilitator performance and delivery of those functions to the partners monitored?  

• Facilitator vs. Advocate- If the facilitator's functions are placed within one of two parties, how are those functions protected from undue influence by that party?  What are the policies and procedures to monitor that party's role as facilitator versus advocate for one side of the alliance?

22. Business Operations Plan- The execution of the functions listed above will require a plan with both financial and human resource commitments.

• Preparation- Who will prepare the business operations plan?

• Review & Approval- What governing body will review and approve the operations plan?
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